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Echolink Overview

• A software application distributed free of charge that 
enables Amateur Radio operators to communicate 
remotely via the internet. 

• Uses Voice over IP (VoIP) to transport digitized audio 
information. 

• The Echolink usecase: A remote user using a 
smartphone/laptop can communicate over the internet 
to an Echolink VHF/UHF repeater or an Echolink 
connected VHF/UHF amateur transceiver.

• Enables an off island, out of the area club member to 
participate in our club simplex net remotely.  

• You must have a valid Amateur Radio License to use 
Echolink. Echolink has a license validation process. See 
echolink.org for details.

• EchoLink will accept validation for a club or repeater 
callsign if a valid copy of the club station's license 
document is provided.



Echolink: Remote user net participation

 Example 1 

Fig 1 N0TQD operating from Colorado using an iPad with Echolink 
software



Echolink: Remote user net participation

 Example 2

Fig 2 K7RUT operating single user mode on a laptop, ARES Central 
Team net check in



Simplex Hardware Setup

An Echolink node uses the following hardware setup: VHF/UHF 
FM transceiver, computer interface, laptop. Interface example: 
Tigetronics SignalLink. Same as my vara FM Winlink station!

Fig. 3 K7RUT-L, 146.400 Simplex Node



What is Echolink “Voice Over IP” (VOIP)

• Microphone voice converted to 1/0s using A/D hardware

• Performs compression on voice data (Codec)

• Packetizes voice encoded data. 

• Packets include header information for source and destination address, 
encoding and the “payload” (Audio data).

• Packets are sent using the Internet Protocol (IP)

• Packets are received at destination and parsed

• Payload is reassembled into continuous buffer

• Data is decoded, back to original uncompressed data 1/0s

• Convert 1/0s back to voice audio

• Echolink Server’s main job is to provide source and destination address 
paths to end user nodes

• Once end user’s routes are established, audio is streamed P2P directly 
between end user nodes

• Echolink uses a proprietary protocol over UDP. (Wireshark demo)

 



Echolink “Node” Setup

• Each EchoLink installation has an assigned “Node” number. 

• This Node number is assigned and bound to a call sign upon 
initial registration

• There are two different node types: Single User and Sysop. 

• There are two types of Sysop nodes: Repeater (-R) and Simplex 
(-L)

Fig 4 Main Echolink Software Screen



Echolink Servers

• The EchoLink servers are installed at various locations around 
the world. 

• Typically, 4 servers are online at a given time.  The total load is
balanced among them so that no single server becomes 
overloaded.

• The servers replicate (exchange data) with each other every 20 
seconds so that all servers in the network show essentially the 
same information.

• Users are automatically shifted to another server in case one 
(or more) fails.  

• This architecture has proven to be highly reliable, with the 
system experiencing a 99.999% up time since September 1, 
2002, even as load has increased from about 300 users online at
a time to more than 6,000.  

• The servers now process more than 2,000,000 transactions per 
day.

• The servers are operated on Linux virtual instances in the 
Amazon Elastic Compute Cloud (EC2). 

• The cloud servers are in various locations in the United States 
and Europe. 

• It is estimated that this arrangement of servers can support 
about 5 times the current worldwide load.



Simplex Node Configuration

The Echolink Node configuration has many options. Most of the 
defaults can be used initially. Some key options that need to be 
setup are as follows:

1. Set Sysop Mode



2. Configure Station ID.



3. DTMF configuration



4. Security Configuration



One last thing…. Enable port forwarding on your internet modem for 
ports 5198,5199.  


